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278 Joint Virtual Network Function Selection and Traffic Steering in Telecom Networks. , 2017, , . 8

279 Consensus formation in opinion dynamics with online and offline interactions at complex networks.
International Journal of Modern Physics C, 2018, 29, 1850046. 1.7 8

280 A heuristic line piloting method to disclose malicious taxicab driverâ€™s privacy over GPS big data.
Information Sciences, 2019, 483, 247-261. 6.9 8

281 Inference attack in Android Activity based on program fingerprint. Journal of Network and Computer
Applications, 2019, 127, 92-106. 9.1 8

282 HostWatcher: Protecting hosts in cloud data centers through software-defined networking. Future
Generation Computer Systems, 2020, 105, 964-972. 7.5 8

283 Efficient meta-heuristic approaches in solving minimal exposure path problem for heterogeneous
wireless multimedia sensor networks in internet of things. Applied Intelligence, 2020, 50, 1889-1907. 5.3 8

284 DP-QIC: A differential privacy scheme based on quasi-identifier classification for big data publication.
Soft Computing, 2021, 25, 7325-7339. 3.6 8

285 A Reliable and Lightweight Trust Inference Model for Service Recommendation in SIoT. IEEE Internet of
Things Journal, 2022, 9, 10988-11003. 8.7 8

286 Elastic Resilience for Software-Defined Satellite Networking: Challenges, Solutions, and Open Issues.
IT Professional, 2020, 22, 39-45. 1.5 8

287 A Tutorial on Next Generation Heterogeneous IoT Networks and Node Authentication. IEEE Internet of
Things Magazine, 2021, 4, 120-126. 2.6 8

288 On the Multicast Lifetime of WANETs with Multibeam Antennas: Formulation, Algorithms, and
Analysis. IEEE Transactions on Computers, 2014, 63, 1988-2001. 3.4 7



18

Shui Yu

# Article IF Citations

289 A clusterized firewall framework for cloud computing. , 2014, , . 7

290 A Sleeping and Offloading Optimization Scheme for Energy-Efficient WLANs. IEEE Communications
Letters, 2017, 21, 877-880. 4.1 7

291 Loss-aware adaptive scalable transmission in wireless high-speed railway networks. , 2017, , . 7

292 Modeling software defined satellite networks using queueing theory. , 2017, , . 7

293 Mobile Live Video Streaming Optimization via Crowdsourcing Brokerage. IEEE Transactions on
Multimedia, 2017, 19, 2267-2281. 7.2 7

294 A survey on big data stream processing in SDN supported cloud environment. , 2018, , . 7

295 An Offloading Approach in Fog Computing Environment. , 2018, , . 7

296 Temporal-Sparsity Aware Service Recommendation Method via Hybrid Collaborative Filtering
Techniques. Lecture Notes in Computer Science, 2018, , 421-429. 1.3 7

297 A Study of User Activity Patterns and the Effect of Venue Types on City Dynamics Using Location-Based
Social Network Data. ISPRS International Journal of Geo-Information, 2020, 9, 733. 2.9 7

298 Minimizing Financial Cost of DDoS Attack Defense in Clouds With Fine-Grained Resource Management.
IEEE Transactions on Network Science and Engineering, 2020, 7, 2541-2554. 6.4 7

299 Non-Line-of-Sight Localization of Passive UHF RFID Tags in Smart Storage Systems. IEEE Transactions on
Mobile Computing, 2022, 21, 3731-3743. 5.8 7

300 Can Steering Wheel Detect Your Driving Fatigue?. IEEE Transactions on Vehicular Technology, 2021, 70,
5537-5550. 6.3 7

301 An Efficient Algorithm for Application-Layer Anycasting. Lecture Notes in Computer Science, 2002, ,
74-83. 1.3 7

302 FedTor: An Anonymous Framework of Federated Learning in Internet of Things. IEEE Internet of Things
Journal, 2022, 9, 18620-18631. 8.7 7

303 Research on network anycast. , 0, , . 6

304 A Transformation Model for Heterogeneous Servers. , 2008, , . 6

305 Non-monotone averaging aggregation. , 2011, , . 6

306 Mining Mechanism of Top-k Influential Nodes Based on Voting Algorithm in Mobile Social Networks. ,
2013, , . 6



19

Shui Yu

# Article IF Citations

307 DDoS Attack Detection. SpringerBriefs in Computer Science, 2014, , 31-53. 0.2 6

308 Trustable service rating in social networks: A peer prediction method. , 2016, , . 6

309 Online multi-objective optimization for live video forwarding across video data centers. Journal of
Visual Communication and Image Representation, 2017, 48, 502-513. 2.8 6

310 Amplified Locality-Sensitive Hashing for Privacy-Preserving Distributed Service Recommendation.
Lecture Notes in Computer Science, 2017, , 280-297. 1.3 6

311 A Hybrid Location Privacy Protection Scheme in Big Data Environment. , 2017, , . 6

312 Traffic Engineering in Information-Centric Networking: Opportunities, Solutions and Challenges. IEEE
Communications Magazine, 2018, 56, 124-130. 6.1 6

313 Guest Editorial Special Issue on Multimedia Big Data in Internet of Things. IEEE Internet of Things
Journal, 2018, 5, 3405-3407. 8.7 6

314 Revisiting Website Fingerprinting Attacks in Real-World Scenarios: A Case Study of Shadowsocks.
Lecture Notes in Computer Science, 2018, , 319-336. 1.3 6

315 Improving Data Utility through Game Theory in Personalized Differential Privacy. , 2018, , . 6

316 Analyzing and Modelling the Interference Impact on Energy Efficiency of WLANs. , 2018, , . 6

317 A reliable reputation computation framework for online items in E-commerce. Journal of Network and
Computer Applications, 2019, 134, 13-25. 9.1 6

318 An efficient pipeline processing scheme for programming Protocol-independent Packet Processors.
Journal of Network and Computer Applications, 2020, 171, 102806. 9.1 6

319 A Data Storage and Sharing Scheme for Cyber-Physical-Social Systems. IEEE Access, 2020, 8, 31471-31480. 4.2 6

320 Existing Privacy Protection Solutions. Data Analytics, 2021, , 5-13. 0.8 6

321 Personalized Privacy Protection in Big Data. Data Analytics, 2021, , . 0.8 6
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