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18 EFFECT: an efficient flexible privacy-preserving data aggregation scheme with authentication in smart
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23 ASAP: An Anonymous Smart-Parking and Payment Scheme in Vehicular Networks. IEEE Transactions on
Dependable and Secure Computing, 2020, 17, 703-715. 5.4 85
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32 Privacy-Preserving Authentication and Data Aggregation for Fog-Based Smart Grid. IEEE
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34 Optimizing Feature Selection for Efficient Encrypted Traffic Classification: A Systematic Approach.
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35 BSFP: Blockchain-Enabled Smart Parking With Fairness, Reliability and Privacy Protection. IEEE
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36 Reliable and Privacy-Preserving Truth Discovery for Mobile Crowdsensing Systems. IEEE Transactions
on Dependable and Secure Computing, 2019, , 1-1. 5.4 50
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45 Blockchain-Enabled Trustworthy Group Communications in UAV Networks. IEEE Transactions on
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63 Secure Fog-Assisted Crowdsensing With Collusion Resistance: From Data Reporting to Data
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65 An Identity-Based Anti-Quantum Privacy-Preserving Blind Authentication in Wireless Sensor Networks.
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68 Efficient searchable symmetric encryption for storing multiple source dynamic social data on cloud.
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70 Achieving Privacy-Friendly Storage and Secure Statistics for Smart Meter Data on Outsourced Clouds.
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Verifiable Trusted Parties. Security and Communication Networks, 2018, 2018, 1-16. 1.5 18
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CoRide: A Privacy-Preserving Collaborative-Ride Hailing Service Using Blockchain-Assisted Vehicular
Fog Computing. Lecture Notes of the Institute for Computer Sciences, Social-Informatics and
Telecommunications Engineering, 2019, , 408-422.

0.3 16
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120 A mutual authentication and key update protocol in satellite communication network. Automatika,
2020, 61, 334-344. 2.0 9
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122 Privacy-Preserving Data Synchronization Using Tensor-Based Fully Homomorphic Encryption. , 2018, , . 8

123 Blockchain Technology in Internet of Things. , 2019, , . 8
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Malicious Bitcoin Transaction Tracing Using Incidence Relation Clustering. Lecture Notes of the
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138 Certificate-aware encrypted traffic classification using Second-Order Markov Chain. , 2016, , . 5
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CloudShare: Towards a Cost-Efficient and Privacy-Preserving Alliance Cloud Using Permissioned
Blockchains. Lecture Notes of the Institute for Computer Sciences, Social-Informatics and
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156 A Multiple Sieve Approach Based on Artificial Intelligent Techniques and Correlation Power Analysis.
ACM Transactions on Multimedia Computing, Communications and Applications, 2021, 17, 1-21. 4.3 4
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159 Secure Data Aggregation in Wireless Sensor Networks. Springer Briefs in Electrical and Computer
Engineering, 2017, , 3-31. 0.5 4
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Journal, 2022, 9, 11422-11433. 8.7 4
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Applied Intelligence, 0, , 1. 5.3 3
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184 ID List Forwarding Free Confidentiality Preserving Data Aggregation for Wireless Sensor Networks.
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187 A Blockchain-Assisted Privacy-Preserving Cloud Computing Method with Multiple Keys. , 2021, , . 2
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199 Secure Homogeneous Data Sharing Using Blockchain. , 2020, , 39-59. 1

200 Blockchain-Based Verifiable DSSE with Forward Security in Multi-server Environments. Lecture Notes
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204 Efficient and Privacy-Preserving Carpooling Using Blockchain-Assisted Vehicular Fog Computing. , 0, . 1
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207 Secure Data Retrieval Using Blockchain. , 2020, , 81-101. 1

208 V-EPTD: A Verifiable andÂ Efficient Scheme forÂ Privacy-Preserving Truth Discovery. Lecture Notes in
Computer Science, 2022, , 447-461. 1.3 1

209 Vehicle Re-Identification System Based on Appearance Features. Security and Communication Networks,
2022, 2022, 1-12. 1.5 1

210 TreeNet Based Fast Task Decomposition for Resource-Constrained Edge Intelligence. IEEE Transactions
on Services Computing, 2022, , 1-13. 4.6 1

211 A Unified Analysis of the Evidential Trust Evaluation Techniques. , 2006, , . 0

212 ISS: Efficient search scheme based on immune method in modern unstructured peer-to-peer networks.
Wuhan University Journal of Natural Sciences, 2007, 12, 866-870. 0.4 0

213 A Compiler for Group Key Exchange Protocol to Resist Insider Attack in Universally Composable
Framework. , 2010, , . 0

214 The application of data origin authentication to video multicast communication. , 2011, , . 0

215 Workflow Refactoring for Concurrent Task Execution. , 2012, , . 0

216 Latency-aware routing with bandwidth assignment for Software Defined Networks. , 2015, , . 0



14

Liehuang Zhu

# Article IF Citations

217 How to protect query and report privacy without sacrificing service quality in participatory sensing. ,
2015, , . 0

218 Practical two-dimensional correlation power analysis and its backward fault-tolerance. Science
China Information Sciences, 2017, 60, 1. 4.3 0

219 RFA: R-Squared Fitting Analysis Model for Power Attack. Security and Communication Networks, 2017,
2017, 1-8. 1.5 0

220 Privacy Leakage in Smart Homes and Its Mitigation: IFTTT as a Case Study. , 2018, , . 0

221 Ontology-Based Personalized Telehealth Scheme in Cloud Computing. Lecture Notes in Computer
Science, 2018, , 49-64. 1.3 0

222 Blockchain-Enabled Cloud Data Preservation Services. , 2019, , 43-52. 0

223 Security and Privacy Issues in Internet of Things. , 2019, , 29-40. 0

224 Blockchain-Enabled Controllable Data Management. , 2019, , 53-64. 0

225 Data Sharing Incentives with Blockchain. , 2020, , 103-122. 0

226 FastPRS: Augmenting Fast and Hidden Query in EPR Systems via Online/Offline Puncturable Search. IEEE
Internet of Things Journal, 2022, 9, 1531-1541. 8.7 0

227 Security Application of Neural Networks under the Inspection of Nonlinear Dynamic Systems.
Fractals, 0, , . 3.7 0

228 Classification Method of Blockchain and IoT Devices Based on LSTM. Communications in Computer and
Information Science, 2021, , 355-367. 0.5 0

229 SCARE and power attack on AES-like block ciphers with secret S-box. Frontiers of Computer Science,
2022, 16, 1. 2.4 0

230 RePEL: Blockchain-Empowered Conditional Privacy-Preserving Encrypted Learning. IEEE Internet of
Things Journal, 2022, 9, 12684-12695. 8.7 0

231 SM9-based Anonymous Search over Encrypted Data. , 2021, , . 0

232 Heuristic-based Blockchain Assignment: An Empirical Study. , 2021, , . 0

233 Achieving Efficient and Privacy-preserving Biometric Identification in Cloud Computing. , 2021, , . 0


