
David Maimon

List of Publications by Year
in descending order

Source: https://exaly.com/author-pdf/7895311/publications.pdf

Version: 2024-02-01

42

papers

1,173

citations

15

h-index

567281

30

g-index

454955

43

all docs

43

docs citations

43

times ranked

855

citing authors



David Maimon

2

# Article IF Citations

1 Risk Avoidance Behavior on Darknet Marketplaces. Crime and Delinquency, 2024, 70, 519-538. 1.7 11

2 An Examination of Email Fraudstersâ€™ Modus Operandi. Crime and Delinquency, 2023, 69, 2329-2358. 1.7 9

3 A Routine Activities Approach to Evidence-Based Risk Assessment: Findings From Two Simulated
Phishing Attacks. Social Science Computer Review, 2023, 41, 286-304. 4.2 1

4 Malicious Spam Distribution: A Routine Activities Approach. Deviant Behavior, 2022, 43, 196-212. 1.7 12

5 Website Defacer Classification: A Finite Mixture Model Approach. Social Science Computer Review,
2022, 40, 775-787. 4.2 5

6 Examining the crime prevention claims of crime prevention through environmental design on
system-trespassing behaviors: a randomized experiment. Security Journal, 2022, 35, 400-422. 1.7 4

7 Situational awareness and public Wi-Fi usersâ€™ self-protective behaviors. Security Journal, 2022, 35,
154-174. 1.7 4

8 The Network of Online Stolen Data Markets: How Vendor Flows Connect Digital Marketplaces. British
Journal of Criminology, 2022, 62, 1518-1536. 2.1 7

9 Restrictive deterrence and the scope of hackersâ€™ reoffending: Findings from two randomized field
trials. Computers in Human Behavior, 2021, 125, 106943. 8.5 8

10 Relevance of Evidence-Based Cybersecurity in Guiding the Financial Sectorâ€™s and Efforts in Fighting
Cybercrime. , 2020, , 9-28. 0

11 Deterrence in Cyberspace: An Interdisciplinary Review of the Empirical Literature. , 2020, , 449-467. 6

12 Deterrence in Cyberspace: An Interdisciplinary Review of the Empirical Literature. , 2020, , 1-19. 0

13 Illicit Activity Detection in Large-Scale Dark and Opaque Web Social Networks. , 2020, , . 0

14 Python Scrapers for Scraping Cryptomarkets on Tor. Lecture Notes in Computer Science, 2019, ,
244-260. 1.3 4

15 Characteristics of Bitcoin Transactions on Cryptomarkets. Lecture Notes in Computer Science, 2019, ,
261-276. 1.3 9

16 Website defacement and routine activities: considering the importance of hackersâ€™ valuations of
potential targets. Journal of Crime and Justice, 2019, 42, 536-550. 1.1 18

17 Out of control online? A combined examination of peer-offending and perceived formal and informal
social control in relation to system-trespassing. Journal of Crime and Justice, 2019, 42, 616-631. 1.1 3

18 Online deception and situations conducive to the progression of non-payment fraud. Journal of Crime
and Justice, 2019, 42, 516-535. 1.1 10



3

David Maimon

# Article IF Citations

19 Cyber-Dependent Crimes: An Interdisciplinary Review. Annual Review of Criminology, 2019, 2, 191-216. 3.5 73

20 Predictably Deterrable? The Case of System Trespassers. Lecture Notes in Computer Science, 2019, ,
317-330. 1.3 4

21 Situational Crime Prevention. , 2019, , 17-33. 2

22 Illegal Roaming and File Manipulation on Target Computers. Criminology and Public Policy, 2017, 16,
689-726. 3.1 28

23 Detection of hacking behaviors and communication patterns on social media. , 2017, , . 10

24 On the relevance of social media platforms in predicting the volume and patterns of web defacement
attacks. , 2017, , . 10

25 Re-thinking Online Offendersâ€™ SKRAM: Individual Traits and Situational Motivations as Additional Risk
Factors for Predicting Cyber Attacks. , 2017, , . 2

26 Hackers Topology Matter Geography. , 2015, , . 0

27 On the Relevance of Spatial and Temporal Dimensions in Assessing Computer Susceptibility to System
Trespassing Incidents. British Journal of Criminology, 2015, 55, 615-634. 2.1 30

28 The Effect of a Surveillance Banner in an Attacked Computer System. Journal of Research in Crime and
Delinquency, 2015, 52, 829-855. 2.4 39

29 RESTRICTIVE DETERRENT EFFECTS OF A WARNING BANNER IN AN ATTACKED COMPUTER SYSTEM.
Criminology, 2014, 52, 33-59. 3.3 87

30 Collective efficacy and the contingent consequences of exposure to life-threatening violence..
Developmental Psychology, 2014, 50, 1878-1890. 1.6 32

31
Daily Trends and Origin of Computer-Focused Crimes Against a Large University Computer Network: An
Application of the Routine-Activities and Lifestyle Perspective. British Journal of Criminology, 2013, 53,
319-343.

2.1 39

32 Neighborhood Context and Mental Health. Handbooks of Sociology and Social Research, 2013, ,
479-501. 0.1 51

33 Adolescents' Violent Victimization * in the Neighbourhood: Situational and Contextual Determinants.
British Journal of Criminology, 2012, 52, 808-833. 2.1 39

34 Are Computer Focused Crimes Impacted by System Configurations? An Empirical Study. , 2012, , . 0

35 A journey towards rigorous cybersecurity experiments. , 2012, , . 1

36 SEVERE SANCTIONS, EASY CHOICE? INVESTIGATING THE ROLE OF SCHOOL SANCTIONS IN PREVENTING
ADOLESCENT VIOLENT OFFENDING*. Criminology, 2012, 50, 495-524. 3.3 33



4

David Maimon

# Article IF Citations

37 Underage drinking, alcohol sales and collective efficacy: Informal control and opportunity in the
study of alcohol use. Social Science Research, 2012, 41, 977-990. 2.0 39

38 UNSTRUCTURED SOCIALIZING, COLLECTIVE EFFICACY, AND VIOLENT BEHAVIOR AMONG URBAN YOUTH*.
Criminology, 2010, 48, 443-474. 3.3 218

39 Collective Efficacy, Family Attachment, and Urban Adolescent Suicide Attempts. Journal of Health and
Social Behavior, 2010, 51, 307-324. 4.8 129

40 Exposure to Violence in Adolescence and Precocious Role Exits. Journal of Youth and Adolescence,
2009, 38, 269-286. 3.5 101

41 Social Control and Youth Suicidality: Situating Durkheim's Ideas in a Multilevel Framework. American
Sociological Review, 2008, 73, 921-943. 5.2 92

42 The Illicit Ecosystem of Hacking: A Longitudinal Network Analysis of Website Defacement Groups.
Social Science Computer Review, 0, , 089443932210978. 4.2 1


