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39 How Deep Learning Is Making Information Security More Intelligent. IEEE Security and Privacy, 2019, 17,
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49 Robust Sensor Localization against Known Sensor Position Attacks. IEEE Transactions on Mobile
Computing, 2019, 18, 2954-2967. 3.9 7

50 Can N-Version Decision-Making Prevent the Rebirth of HAL 9000 in Military Camo? Using a â€œGolden
Ruleâ€• Threshold to Prevent AI Mission Individuation. Lecture Notes in Computer Science, 2019, , 69-81. 1.0 1

51 Efficient and Scalable Integrity Verification of Data and Query Results for Graph Databases. IEEE
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83 CertificateLess Cryptography-Based Rule Management Protocol for Advanced Mission Delivery
Networks. , 2017, , . 0

84 Kalis â€” A System for Knowledge-Driven Adaptable Intrusion Detection for the Internet of Things. ,
2017, , . 99

85 Extending social networks with delegation. Computers and Security, 2017, 70, 546-564. 4.0 10
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110 SimP: Secure interoperable multi-granular provenance framework. , 2016, , . 10

111 GeoInformatica welcomes a new co-editor-in-chief. GeoInformatica, 2016, 20, 569-570. 2.0 0

112 Introduction to Data Science and Engineering. Data Science and Engineering, 2016, 1, 1-3. 4.6 4
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and Security, 2015, 10, 1092-1103. 4.5 80



9

Elisa Bertino

# Article IF Citations

127 XACML Policy Evaluation with Dynamic Context Handling. IEEE Transactions on Knowledge and Data
Engineering, 2015, 27, 2575-2588. 4.0 7

128 Interdependent Security Risk Analysis of Hosts and Flows. IEEE Transactions on Information Forensics
and Security, 2015, 10, 2325-2339. 4.5 20
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188 Trust establishment in the formation of Virtual Organizations. Computer Standards and Interfaces,
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196
Security and Communication Networks (SCN), Wiley Online Library Special Issue on â€œDefending Against
Insider Threats and Internal Data Leakageâ€• http://wileyonlinelibrary.com/journal/sec. Security and
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223 Anonymous Geo-Forwarding in MANETs through Location Cloaking. IEEE Transactions on Parallel and
Distributed Systems, 2008, 19, 1297-1309. 4.0 39

224 Policy Mapper: Administering Location-Based Access-Control Policies. IEEE Internet Computing, 2008,
12, 38-45. 3.2 10
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