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Software - Practice and Experience, 2021, 51, 2357-2359. 3.6 7

239 I<sup>2</sup>UTS: An IoT based Intelligent Urban Traffic System. , 2021, , . 1

240 BCovX: Blockchain-based COVID Diagnosis Scheme using Chest X-Ray for Isolated Location. , 2021, , . 3

241 FedDPGAN: Federated Differentially Private Generative Adversarial Networks Framework for the
Detection of COVID-19 Pneumonia. Information Systems Frontiers, 2021, 23, 1403-1415. 6.4 41

242 Block6Tel: Blockchain-based Spectrum Allocation Scheme in 6G-envisioned Communications. , 2021, , . 14

243 AI and Blockchain-Based Cloud-Assisted Secure Vaccine Distribution and Tracking in IoMT-Enabled
COVID-19 Environment. IEEE Internet of Things Magazine, 2021, 4, 26-32. 2.6 25

244 GiNA: A Blockchain-based Gaming scheme towards Ethereum 2.0. , 2021, , . 1

245 Res6Edge: An Edge-AI Enabled Resource Sharing Scheme for C-V2X Communications towards 6G. , 2021, ,
. 13

246 Rotating behind Privacy: An Improved Lightweight Authentication Scheme for Cloud-based IoT
Environment. ACM Transactions on Internet Technology, 2021, 21, 1-19. 4.4 35

247 EPRT: An Efficient Privacy-Preserving Medical Service Recommendation and Trust Discovery Scheme for
eHealth System. ACM Transactions on Internet Technology, 2021, 21, 1-24. 4.4 10

248 MedBlock: An AI-enabled and Blockchain-driven Medical Healthcare System for COVID-19. , 2021, , . 25

249 HTFM: Hybrid Traffic-Flow Forecasting Model for Intelligent Vehicular Ad hoc Networks. , 2021, , . 12

250 Digital Twin-based Prediction for CNC Machines Inspection using Blockchain for Industry 4.0. , 2021, , . 6

251 Secrecy-ensured NOMA-based cooperative D2D-aided fog computing under imperfect CSI. Journal of
Information Security and Applications, 2021, 59, 102812. 2.5 8

252 Lightweight Failover Authentication Mechanism for IoT-Based Fog Computing Environment.
Electronics (Switzerland), 2021, 10, 1417. 3.1 15



16

Neeraj Kumar, Smieee

# Article IF Citations

253 Storage as a service in Fog computing : A systematic review. Journal of Systems Architecture, 2021, 116,
102033. 4.3 22

254 Blockchain for Diamond Industry: Opportunities and Challenges. IEEE Internet of Things Journal, 2021,
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272 Special Issue on â€œAugmented Reality, Virtual Reality & Semantic 3D Reconstructionâ€•. Applied Sciences
(Switzerland), 2021, 11, 8590. 2.5 2
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