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95 A Novel Efficient Pairing-Free CP-ABE Based on Elliptic Curve Cryptography for IoT. IEEE Access, 2018, 6,
27336-27345. 4.2 75

96 UPPGHA: Uniform Privacy Preservation Group Handover Authentication Mechanism for mMTC in LTE-A
Networks. Security and Communication Networks, 2018, 2018, 1-16. 1.5 10

97 HAC: Hybrid Access Control for Online Social Networks. Security and Communication Networks, 2018,
2018, 1-11. 1.5 1
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Notes of the Institute for Computer Sciences, Social-Informatics and Telecommunications
Engineering, 2018, , 339-355.

0.3 1
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136 Lightweight and ultralightweight RFID mutual authentication protocol with cache in the reader for
IoT in 5G. Security and Communication Networks, 2016, 9, 3095-3104. 1.5 73
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144 Owner Specified Excessive Access Control for Attribute Based Encryption. IEEE Access, 2016, 4,
8967-8976. 4.2 13



10

Hui Li

# Article IF Citations

145 A Trustworthy Path Discovery Mechanism in Ubiquitous Networks. Chinese Journal of Electronics,
2016, 25, 312-319. 1.5 1
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184 Circular Range Search on Encrypted Spatial Data. , 2015, , . 10
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Networks. Lecture Notes of the Institute for Computer Sciences, Social-Informatics and
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195
Tree-Based Multi-dimensional Range Search on Encrypted Data with Enhanced Privacy. Lecture Notes
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196 Adaptive Sensing Private Property Protection Protocol Based on Cloud. International Journal of
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197 PAS: An Efficient Privacy-Preserving Multidimensional Aggregation Scheme for Smart Grid.
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199 LRMAPC: A Lightweight RFID Mutual Authentication Protocol with Cache in the Reader for IoT. , 2014, ,
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