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1 Federated Machine Learning. ACM Transactions on Intelligent Systems and Technology, 2019, 10, 1-19. 4.5 2,687

2 DeepGauge: multi-granularity testing criteria for deep learning systems. , 2018, , . 393

3 Machine Learning Testing: Survey, Landscapes and Horizons. IEEE Transactions on Software
Engineering, 2022, 48, 1-36. 5.6 315

4 Dispersed cells represent a distinct stage in the transition from bacterial biofilm to planktonic
lifestyles. Nature Communications, 2014, 5, 4462. 12.8 294

5 PAT: Towards Flexible Verification under Fairness. Lecture Notes in Computer Science, 2009, , 709-714. 1.3 241

6 DeepHunter: a coverage-guided fuzz testing framework for deep neural networks. , 2019, , . 232

7 Guided, stochastic model-based GUI testing of Android apps. , 2017, , . 214

8 DeepMutation: Mutation Testing of Deep Learning Systems. , 2018, , . 184

9 Combating biofilms. FEMS Immunology and Medical Microbiology, 2012, 65, 146-157. 2.7 163

10 Steelix: program-state based binary fuzzing. , 2017, , . 162

11 Skyfire: Data-Driven Seed Generation for Fuzzing. , 2017, , . 154

12 Hawkeye. , 2018, , . 139

13 Semantics-Based Online Malware Detection: Towards Efficient Real-Time Protection Against Malware.
IEEE Transactions on Information Forensics and Security, 2016, 11, 289-302. 6.9 136

14 Superion: Grammar-Aware Greybox Fuzzing. , 2019, , . 125

15 From UI design image to GUI skeleton. , 2018, , . 119

16 BinGo: cross-architecture cross-OS binary search. , 2016, , . 112

17 FakeSpotter: A Simple yet Robust Baseline for Spotting AI-Synthesized Fake Faces. , 2020, , . 99

18 DeepCT: Tomographic Combinatorial Testing for Deep Learning Systems. , 2019, , . 98
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19 DeepStellar: model-based quantitative analysis of stateful deep learning systems. , 2019, , . 97

20 DeepRhythm. , 2020, , . 94

21 Enantiomeric glycosylated cationic block co-beta-peptides eradicate Staphylococcus aureus biofilms
and antibiotic-tolerant persisters. Nature Communications, 2019, 10, 4792. 12.8 88

22 SPAIN: Security Patch Analysis for Binaries towards Understanding the Pain and Pills. , 2017, , . 85

23 Model Checking CSP Revisited: Introducing a Process Analysis Toolkit. Communications in Computer
and Information Science, 2008, , 307-322. 0.5 83

24 Wuji: Automatic Online Combat Game Testing Using Evolutionary Deep Reinforcement Learning. , 2019, ,
. 83

25 Abnormal traffic-indexed state estimation: A cyberâ€“physical fusion approach for Smart Grid attack
detection. Future Generation Computer Systems, 2015, 49, 94-103. 7.5 77

26 Large-scale analysis of framework-specific exceptions in Android apps. , 2018, , . 75

27 A Survey of Smart Contract Formal Specification and Verification. ACM Computing Surveys, 2022, 54,
1-38. 23.0 74

28 Practical Fault Attack on Deep Neural Networks. , 2018, , . 72

29 Integrating Specification and Programs for System Modeling and Verification. , 2009, , . 68

30
Nanoparticles of Short Cationic Peptidopolysaccharide Self-Assembled by Hydrogen Bonding with
Antibacterial Effect against Multidrug-Resistant Bacteria. ACS Applied Materials &amp; Interfaces, 2017,
9, 38288-38303.

8.0 67

31 A Performance-Sensitive Malware Detection System Using Deep Learning on Mobile Devices. IEEE
Transactions on Information Forensics and Security, 2021, 16, 1563-1578. 6.9 66

32 An Empirical Study Towards Characterizing Deep Learning Development and Deployment Across
Different Frameworks and Platforms. , 2019, , . 65

33 Who is Real Bob? Adversarial Attacks on Speaker Recognition Systems. , 2021, , . 65

34 MemLock. , 2020, , . 65

35 StoryDroid: Automated Generation of Storyboard for Android Apps. , 2019, , . 64

36 Auditing Anti-Malware Tools by Evolving Android Malware and Dynamic Loading Technique. IEEE
Transactions on Information Forensics and Security, 2017, 12, 1529-1544. 6.9 60
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37 A multi-view context-aware approach to Android malware detection and malicious code localization.
Empirical Software Engineering, 2018, 23, 1222-1274. 3.9 60

38 Context-Aware, Adaptive, and Scalable Android Malware Detection Through Online Learning. IEEE
Transactions on Emerging Topics in Computational Intelligence, 2017, 1, 157-175. 4.9 59

39 Auto-Exposure Fusion for Single-Image Shadow Removal. , 2021, , . 58

40 A Dynamic Secret-Based Encryption Scheme for Smart Grid Wireless Communication. IEEE Transactions
on Smart Grid, 2014, 5, 1175-1182. 9.0 57

41 Typestate-guided fuzzer for discovering use-after-free vulnerabilities. , 2020, , . 57

42 Supervisor Simplification for AMS Based on Petri Nets and Inequality Analysis. IEEE Transactions on
Automation Science and Engineering, 2014, 11, 66-77. 5.2 55

43 Collision and Deadlock Avoidance in Multirobot Systems: A Distributed Approach. IEEE Transactions
on Systems, Man, and Cybernetics: Systems, 2017, 47, 1712-1726. 9.3 55

44 PAT 3: An Extensible Architecture for Building Multi-domain Model Checkers. , 2011, , . 54

45 Modeling and verifying hierarchical real-time systems using stateful timed CSP. ACM Transactions on
Software Engineering and Methodology, 2013, 22, 1-29. 6.0 51

46 Collaborative Security. ACM Computing Surveys, 2015, 48, 1-42. 23.0 51

47 Degradable Carbon Dots from Cigarette Smoking with Broad-Spectrum Antimicrobial Activities against
Drug-Resistant Bacteria. ACS Applied Bio Materials, 2018, 1, 1871-1879. 4.6 49

48 LEOPARD: Identifying Vulnerable Code for Vulnerability Assessment Through Program Metrics. , 2019, ,
. 49

49 ReCDroid: Automatically Reproducing Android Application Crashes from Bug Reports. , 2019, , . 49

50 Cerebro: context-aware adaptive fuzzing for effective vulnerability detection. , 2019, , . 48

51 Maximally Permissive Distributed Control of Large Scale Automated Manufacturing Systems Modeled
With Petri Nets. IEEE Transactions on Control Systems Technology, 2015, 23, 2026-2034. 5.2 47

52 Efficiently manifesting asynchronous programming errors in Android apps. , 2018, , . 47

53 DeepMutation++: A Mutation Testing Framework for Deep Learning Systems. , 2019, , . 47

54 RpoN Regulates Virulence Factors of Pseudomonas aeruginosa via Modulating the PqsR Quorum
Sensing Regulator. International Journal of Molecular Sciences, 2015, 16, 28311-28319. 4.1 44
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55 Semantic modelling of Android malware for effective malware comprehension, detection, and
classification. , 2016, , . 44

56 Polynomially Complex Synthesis of Distributed Supervisors for Large-Scale AMSs Using Petri Nets. IEEE
Transactions on Control Systems Technology, 2016, 24, 1610-1622. 5.2 44

57 Towards characterizing adversarial defects of deep learning software from the lens of uncertainty. ,
2020, , . 44

58 DeepSonar: Towards Effective and Robust Detection of AI-Synthesized Fake Voices. , 2020, , . 44

59 Comparative Systems Biology Analysis To Study the Mode of Action of the Isothiocyanate Compound
Iberin on Pseudomonas aeruginosa. Antimicrobial Agents and Chemotherapy, 2014, 58, 6648-6659. 3.2 43

60 Are mobile banking apps secure? what can be improved?. , 2018, , . 43

61 Model Checking Linearizability via Refinement. Lecture Notes in Computer Science, 2009, , 321-337. 1.3 43

62 An Empirical Study of Usages, Updates and Risks of Third-Party Libraries in Java Projects. , 2020, , . 43

63 A Fine-Grained Control Flow Integrity Approach Against Runtime Memory Attacks for Embedded
Systems. IEEE Transactions on Very Large Scale Integration (VLSI) Systems, 2016, 24, 3193-3207. 3.1 42

64 Mystique. , 2016, , . 42

65 Stealthy and Efficient Adversarial Attacks against Deep Reinforcement Learning. Proceedings of the
AAAI Conference on Artificial Intelligence, 2020, 34, 5883-5891. 4.9 42

66 DiffChaser: Detecting Disagreements for Deep Neural Networks. , 2019, , . 41

67 Semantic Understanding of Smart Contracts: Executable Operational Semantics of Solidity. , 2020, , . 40

68 Generating performance distributions via probabilistic symbolic execution. , 2016, , . 38

69 An empirical assessment of security risks of global Android banking apps. , 2020, , . 38

70 A survey on bad data injection attack in smart grid. , 2013, , . 37

71 Towards Robust and Effective Trust Management for Security: A Survey. , 2014, , . 36

72 Supervisor Simplification in FMSs: Comparative Studies and New Results Using Petri Nets. IEEE
Transactions on Control Systems Technology, 2016, 24, 81-95. 5.2 36
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73 Feedback-Based Debugging. , 2017, , . 36

74 Mining Likely Analogical APIs Across Third-Party Libraries via Large-Scale Unsupervised API Semantics
Embedding. IEEE Transactions on Software Engineering, 2021, 47, 432-447. 5.6 36

75 ATVHunter: Reliable Version Detection of Third-Party Libraries for Vulnerability Identification in
Android Applications. , 2021, , . 36

76 Audee. , 2020, , . 36

77 Cats are not fish. , 2020, , . 36

78 Countering Malicious DeepFakes: Survey, Battleground, and Horizon. International Journal of
Computer Vision, 2022, 130, 1678-1734. 15.6 36

79 Detecting differences across multiple instances of code clones. , 2014, , . 35

80 Exploring the Effects of Blur and Deblurring to Visual Object Tracking. IEEE Transactions on Image
Processing, 2021, 30, 1812-1824. 9.8 35

81 VULTRON: Catching Vulnerable Smart Contracts Once and for All. , 2019, , . 34

82 An Automatic Approach to Model Checking UML State Machines. , 2010, , . 33

83 Generating Adversarial Examples for Holding Robustness of Source Code Processing Models.
Proceedings of the AAAI Conference on Artificial Intelligence, 2020, 34, 1169-1176. 4.9 33

84 Automated third-party library detection for Android applications. , 2020, , . 33

85 Model checking with fairness assumptions using PAT. Frontiers of Computer Science, 2014, 8, 1-16. 2.4 32

86 Proteus: computing disjunctive loop summary via path dependency analysis. , 2016, , . 32

87 Supervisor Synthesis and Performance Improvement for Automated Manufacturing Systems by Using
Petri Nets. IEEE Transactions on Industrial Informatics, 2015, 11, 450-458. 11.3 31

88 ClDiff: generating concise linked code differences. , 2018, , . 31

89 A Real-Time and Fully Distributed Approach to Motion Planning for Multirobot Systems. IEEE
Transactions on Systems, Man, and Cybernetics: Systems, 2019, 49, 2636-2650. 9.3 31

90 FakePolisher: Making DeepFakes More Detection-Evasive by Shallow Reconstruction. , 2020, , . 31
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91 Determination of critical properties for binary and ternary mixtures containing propanol and alkanes
using a flow view-type apparatus. Journal of Supercritical Fluids, 2016, 108, 35-44. 3.2 30

92 By the Community &amp; For the Community. Proceedings of the ACM on Human-Computer Interaction,
2017, 1, 1-21. 3.3 30

93 Why My App Crashes? Understanding and Benchmarking Framework-Specific Exceptions of Android
Apps. IEEE Transactions on Software Engineering, 2022, 48, 1115-1137. 5.6 30

94 ATOM: Commit Message Generation Based on Abstract Syntax Tree and Hybrid Ranking. IEEE
Transactions on Software Engineering, 2022, 48, 1800-1817. 5.6 30

95 Patch based vulnerability matching for binary programs. , 2020, , . 30

96 An Empirical Evaluation of GDPR Compliance Violations in Android mHealth Apps. , 2020, , . 30

97 A distributed approach to robust control of multi-robot systems. Automatica, 2018, 98, 1-13. 5.0 29

98 FakeLocator: Robust Localization of GAN-Based Face Manipulations. IEEE Transactions on Information
Forensics and Security, 2022, 17, 2657-2672. 6.9 29

99 IBED: Combining IBEA and DE for optimal feature selection in software product line engineering.
Applied Soft Computing Journal, 2016, 49, 1215-1231. 7.2 28

100 METTLE: A METamorphic Testing Approach to Assessing and Validating Unsupervised Machine Learning
Systems. IEEE Transactions on Reliability, 2020, 69, 1293-1322. 4.6 28

101 Can We Trust Your Explanations? Sanity Checks for Interpreters in Android Malware Analysis. IEEE
Transactions on Information Forensics and Security, 2021, 16, 838-853. 6.9 28

102 JSDC. , 2015, , . 27

103 Large-Scale Empirical Studies on Effort-Aware Security Vulnerability Prediction Methods. IEEE
Transactions on Reliability, 2020, 69, 70-87. 4.6 27

104 Controlled Growth of 3R Phase Tantalum Diselenide and Its Enhanced Superconductivity. Journal of
the American Chemical Society, 2020, 142, 2948-2955. 13.7 27

105 A Formal Semantics for Complete UML State Machines with Communications. Lecture Notes in
Computer Science, 2013, , 331-346. 1.3 27

106 Accurate and Scalable Cross-Architecture Cross-OS Binary Code Search with Emulation. IEEE
Transactions on Software Engineering, 2019, 45, 1125-1149. 5.6 26

107 Why an Android App Is Classified as Malware. ACM Transactions on Software Engineering and
Methodology, 2021, 30, 1-29. 6.0 26

108 Tell them apart: distilling technology differences from crowd-scale comparison discussions. , 2018, , . 25
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109 Repurposing the anticancer drug cisplatin with the aim of developing novel <i>Pseudomonas
aeruginosa</i> infection control agents. Beilstein Journal of Organic Chemistry, 2018, 14, 3059-3069. 2.2 25

110 A Large-Scale Empirical Study on Industrial Fake Apps. , 2019, , . 25

111 Automatic Web Testing Using Curiosity-Driven Reinforcement Learning. , 2021, , . 25

112 SPARK: Spatial-Aware Online Incremental Attack Against Visual Tracking. Lecture Notes in Computer
Science, 2020, , 202-219. 1.3 25

113 Automatically partition software into least privilege components using dynamic data dependency
analysis. , 2013, , . 24

114 Free vibration analysis of rotating Timoshenko beams with multiple delaminations. Composites Part B:
Engineering, 2013, 44, 733-739. 12.0 24

115 Verification of Computation Orchestration Via Timed Automata. Lecture Notes in Computer Science,
2006, , 226-245. 1.3 24

116 Specifying and Verifying Event-Based Fairness Enhanced Systems. Lecture Notes in Computer Science,
2008, , 5-24. 1.3 24

117 SEDEA: State Estimation-Based Dynamic Encryption and Authentication in Smart Grid. IEEE Access, 2017,
5, 15682-15693. 4.2 23

118 Vulnerability Assessment of Deep Reinforcement Learning Models for Power System Topology
Optimization. IEEE Transactions on Smart Grid, 2021, 12, 3613-3623. 9.0 23

119 Learning to Adversarially Blur Visual Object Tracking. , 2021, , . 23

120 Robust supervisor synthesis for automated manufacturing systems using Petri nets. , 2015, , . 22

121 Detection and classification of malicious JavaScript via attack behavior modelling. , 2015, , . 22

122 How security bugs are fixed and what can be improved: an empirical study with Mozilla. Science China
Information Sciences, 2019, 62, 1. 4.3 22

123 MobiDroid: A Performance-Sensitive Malware Detection System on Mobile Platform. , 2019, , . 22

124 Advanced evasion attacks and mitigations on practical MLâ€•based phishing website classifiers.
International Journal of Intelligent Systems, 2021, 36, 5210-5240. 5.7 22

125 Verifying Stateful Timed CSP Using Implicit Clocks and Zone Abstraction. Lecture Notes in Computer
Science, 2009, , 581-600. 1.3 22

126 Verification of Functional and Non-functional Requirements of Web Service Composition. Lecture
Notes in Computer Science, 2013, , 313-328. 1.3 22
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127 FakeTagger. , 2021, , . 22

128 Learning Assumptions for CompositionalVerification of Timed Systems. IEEE Transactions on Software
Engineering, 2014, 40, 137-153. 5.6 21

129 S-looper: automatic summarization for multipath string loops. , 2015, , . 21

130 Optimizing selection of competing features via feedback-directed evolutionary algorithms. , 2015, , . 21

131 Towards Model Checking Android Applications. IEEE Transactions on Software Engineering, 2018, 44,
595-612. 5.6 21

132 CORE: Automating Review Recommendation for Code Changes. , 2020, , . 21

133 Developing Model Checkers Using PAT. Lecture Notes in Computer Science, 2010, , 371-377. 1.3 21

134 Model Checking Hierarchical Probabilistic Systems. Lecture Notes in Computer Science, 2010, , 388-403. 1.3 21

135 A Novel Multi-oriented Chinese Text Extraction Approach from Videos. , 2013, , . 20

136 Automatic early defects detection in use case documents. , 2014, , . 20

137 Privacyâ€•preserving targeted mobile advertising: requirements, design and a prototype implementation.
Software - Practice and Experience, 2016, 46, 1657-1684. 3.6 20

138 Battery-Aware Mobile Data Service. IEEE Transactions on Mobile Computing, 2017, 16, 1544-1558. 5.8 20

139 Automated Cross-Platform GUI Code Generation for Mobile Apps. , 2019, , . 20

140 GUI-Squatting Attack: Automated Generation of Android Phishing Apps. IEEE Transactions on
Dependable and Secure Computing, 2019, , 1-1. 5.4 20

141 A distributed method to avoid higher-order deadlocks in multi-robot systems. Automatica, 2020, 112,
108706. 5.0 20

142 SNIFF: Reverse Engineering of Neural Networks With Fault Attacks. IEEE Transactions on Reliability,
2022, 71, 1527-1539. 4.6 20

143 Accessible or Not? An Empirical Investigation of Android App Accessibility. IEEE Transactions on
Software Engineering, 2022, 48, 3954-3968. 5.6 20

144 Verifying Linearizability via Optimized Refinement Checking. IEEE Transactions on Software
Engineering, 2013, 39, 1018-1039. 5.6 19
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145 Optimizing selection of competing services with probabilistic hierarchical refinement. , 2016, , . 19

146 Towards a Model Checker for NesC and Wireless Sensor Networks. Lecture Notes in Computer
Science, 2011, , 372-387. 1.3 19

147 Automated runtime recovery for QoS-based service composition. , 2014, , . 18

148 Determination of the Critical Properties of C6â€“C10 <i>n</i>-Alkanes and Their Binary Systems Using a
Flow Apparatus. Journal of Chemical &amp; Engineering Data, 2014, 59, 3852-3857. 1.9 18

149 Securing Android App Markets via Modeling and Predicting Malware Spread Between Markets. IEEE
Transactions on Information Forensics and Security, 2019, 14, 1944-1959. 6.9 18

150 An empirical study on ARM disassembly tools. , 2020, , . 18

151 NPC: <u>N</u> euron <u>P</u> ath <u>C</u> overage via Characterizing Decision Logic of Deep
Neural Networks. ACM Transactions on Software Engineering and Methodology, 2022, 31, 1-27. 6.0 18

152 An analyzer for extended compositional process algebras. , 2008, , . 17

153 Formal modeling and validation of Stateflow diagrams. International Journal on Software Tools for
Technology Transfer, 2012, 14, 653-671. 1.9 17

154 TzuYu: Learning stateful typestates. , 2013, , . 17

155 GPU Accelerated On-the-Fly Reachability Checking. , 2015, , . 17

156 Whatâ€™s Spainâ€™s Paris? Mining analogical libraries from Q&amp;A discussions. Empirical Software
Engineering, 2019, 24, 1155-1194. 3.9 17

157 Amora: Black-box Adversarial Morphing Attack. , 2020, , . 17

158 ROPSentry: Runtime defense against ROP attacks using hardware performance counters. Computers
and Security, 2018, 73, 374-388. 6.0 16

159 Apk2vec: Semi-Supervised Multi-view Representation Learning for Profiling Android Applications. ,
2018, , . 16

160 Text Backdoor Detection Using an Interpretable RNN Abstract Model. IEEE Transactions on
Information Forensics and Security, 2021, 16, 4117-4132. 6.9 16

161 CoreGen: Contextualized Code Representation Learning for Commit Message Generation.
Neurocomputing, 2021, 459, 97-107. 5.9 16

162 An Evolutionary Study of IoT Malware. IEEE Internet of Things Journal, 2021, 8, 15422-15440. 8.7 16
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163 VeriWS: a tool for verification of combined functional and non-functional requirements of web
service composition. , 2014, , . 15

164 A speculative parallel simulated annealing algorithm based on Apache Spark. Concurrency
Computation Practice and Experience, 2018, 30, e4429. 2.2 15

165 Speedoo. , 2018, , . 15

166 AVA: Adversarial Vignetting Attack against Visual Recognition. , 2021, , . 15

167 An Efficient Algorithm for Learning Event-Recording Automata. Lecture Notes in Computer Science,
2011, , 463-472. 1.3 15

168 Distributed supervisor synthesis for automated manufacturing systems using Petri nets. , 2014, , . 14

169 Determination of critical properties for binary and ternary mixtures of short chain alcohols and
alkanes using a flow apparatus. Journal of Supercritical Fluids, 2015, 104, 19-28. 3.2 14

170 Mining implicit design templates for actionable code reuse. , 2017, , . 14

171 No-Jump-into-Basic-Block. , 2017, , . 14

172 Automatic Loop Summarization via Path Dependency Analysis. IEEE Transactions on Software
Engineering, 2019, 45, 537-557. 5.6 14

173 Formal Analysis of Composable DeFi Protocols. Lecture Notes in Computer Science, 2021, , 149-161. 1.3 14

174 Stealing Deep Reinforcement Learning Models for Fun and Profit. , 2021, , . 14

175 Oracle-Supported Dynamic Exploit Generation for Smart Contracts. IEEE Transactions on Dependable
and Secure Computing, 2022, 19, 1795-1809. 5.4 14

176
Vulnerability Analysis, Robustness Verification, and Mitigation Strategy for Machine Learning-Based
Power System Stability Assessment Model Under Adversarial Examples. IEEE Transactions on Smart
Grid, 2022, 13, 1622-1632.

9.0 14

177 Towards Formal Modeling and Verification of Cloud Architectures: A Case Study on Hadoop. , 2013, , . 13

178 Scalable Multi-core Model Checking Fairness Enhanced Systems. Lecture Notes in Computer Science,
2009, , 426-445. 1.3 13

179 Generating Behavior-Diverse Game AIs with Evolutionary Multi-Objective Deep Reinforcement Learning.
, 2020, , . 13

180 Byzantine-Resilient Decentralized Stochastic Gradient Descent. IEEE Transactions on Circuits and
Systems for Video Technology, 2022, 32, 4096-4106. 8.3 13
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181 A Petri net-based distributed control of automated manufacturing systems with assembly operations. ,
2015, , . 12

182 FiB: Squeezing loop invariants by interpolation between forward/backward predicate transformers. ,
2017, , . 12

183 Locating vulnerabilities in binaries via memory layout recovering. , 2019, , . 12

184 <i>CANeleon</i>: Protecting CAN Bus With Frame ID Chameleon. IEEE Transactions on Vehicular
Technology, 2020, 69, 7116-7130. 6.3 12

185 Improved BDD-Based Discrete Analysis of Timed Systems. Lecture Notes in Computer Science, 2012, ,
326-340. 1.3 12

186 Are Timed Automata Bad for a Specification Language? Language Inclusion Checking for Timed
Automata. Lecture Notes in Computer Science, 2014, , 310-325. 1.3 12

187 Route Coverage Testing for Autonomous Vehicles via Map Modeling. , 2021, , . 12

188 Enriching query semantics for code search with reinforcement learning. Neural Networks, 2022, 145,
22-32. 5.9 12

189 Privacy-preserving Collaborative Learning with Automatic Transformation Search. , 2021, , . 12

190 ModX. , 2022, , . 12

191 WindRanger. , 2022, , . 12

192 Efficient greybox fuzzing of applications in Linux-based IoT devices via enhanced user-mode emulation.
, 2022, , . 12

193 Model-Based Methods for Linking Web Service Choreography and Orchestration. , 2010, , . 11

194 Dynamic synthesis of local time requirement for service composition. , 2013, , . 11

195 Complexity of the Soundness Problem of Workflow Nets. Fundamenta Informaticae, 2014, 131, 81-101. 0.4 11

196 Formal Specification and Analysis of Partitioning Operating Systems by Integrating Ontology and
Refinement. IEEE Transactions on Industrial Informatics, 2016, 12, 1321-1331. 11.3 11

197 DroidEcho: an in-depth dissection of malicious behaviors in Android applications. Cybersecurity, 2018,
1, . 4.7 11

198 How Can We Craft Large-Scale Android Malware? An Automated Poisoning Attack. , 2019, , . 11
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199 Refinement-Based Specification and Security Analysis of Separation Kernels. IEEE Transactions on
Dependable and Secure Computing, 2019, 16, 127-141. 5.4 11

200 Research on Third-Party Libraries in Android Apps: A Taxonomy and Systematic Literature Review. IEEE
Transactions on Software Engineering, 2022, 48, 4181-4213. 5.6 11

201 BBB-CFI. Transactions on Embedded Computing Systems, 2020, 19, 1-22. 2.9 11

202 Collision Avoidance Testing for Autonomous Driving Systems on Complete Maps. , 2021, , . 11

203 AS2T: Arbitrary Source-To-Target Adversarial Attack on Speaker Recognition Systems. IEEE
Transactions on Dependable and Secure Computing, 2024, , 1-17. 5.4 11

204 Interpolation Guided Compositional Verification (T). , 2015, , . 10

205 Prediction of critical temperature and critical pressure of multi-component mixtures. Fluid Phase
Equilibria, 2017, 441, 2-8. 2.5 10

206 Diamonds Are a Girlâ€™s Best Friend: Partial Order Reduction for Timed Automata with Abstractions.
Lecture Notes in Computer Science, 2014, , 391-406. 1.3 10

207 Complexity of the Soundness Problem of Bounded Workflow Nets. Lecture Notes in Computer
Science, 2012, , 92-107. 1.3 10

208 More Anti-chain Based Refinement Checking. Lecture Notes in Computer Science, 2012, , 364-380. 1.3 10

209 On Robustness of Trust Systems. IFIP Advances in Information and Communication Technology, 2014, ,
44-60. 0.7 10

210 Secure Deep Learning Engineering: A Road Towards Quality Assurance of Intelligent Systems. Lecture
Notes in Computer Science, 2019, , 3-15. 1.3 10

211 Marble. , 2020, , . 10

212 SoFi: Reflection-Augmented Fuzzing for JavaScript Engines. , 2021, , . 10

213 SeqMobile: An Efficient Sequence-Based Malware Detection System Using RNN on Mobile Devices. ,
2020, , . 10

214 Systematic Testing of Autonomous Driving Systems Using Map Topology-Based Scenario Classification.
, 2021, , . 10

215 Model Checking Software Architecture Design. , 2012, , . 9

216 Text detection in natural scene with edge analysis. , 2013, , . 9
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217 TLV: abstraction through testing, learning, and validation. , 2015, , . 9

218 Measurement of the Critical Properties of the Ternary Systems Hexane + Heptane + Octane and Octane
+ Nonane + Decane Using a Flow Apparatus. Journal of Chemical &amp; Engineering Data, 2016, 61, 12-18. 1.9 9

219 Detecting Bugs of Concurrent Programs With Program Invariants. IEEE Transactions on Reliability,
2017, 66, 425-439. 4.6 9

220 A Formal Specification and Verification Framework for Timed Security Protocols. IEEE Transactions
on Software Engineering, 2018, 44, 725-746. 5.6 9

221 Securing android applications via edge assistant third-party library detection. Computers and
Security, 2019, 80, 257-272. 6.0 9

222 A Countermeasure Against Statistical Ineffective Fault Analysis. IEEE Transactions on Circuits and
Systems II: Express Briefs, 2020, 67, 3322-3326. 3.0 9

223 Explaining Regressions via Alignment Slicing and Mending. IEEE Transactions on Software Engineering,
2021, 47, 2421-2437. 5.6 9

224 GPU Accelerated Counterexample Generation in LTL Model Checking. Lecture Notes in Computer
Science, 2014, , 413-429. 1.3 9

225 An Investigation of Byzantine Threats in Multi-Robot Systems. , 2021, , . 9

226 Security Evaluation of Deep Neural Network Resistance Against Laser Fault Injection. , 2020, , . 9

227 Analyzing multi-agent systems with probabilistic model checking approach. , 2012, , . 8

228 Model checking approach to automated planning. Formal Methods in System Design, 2014, 44, 176-202. 0.8 8

229 Event-based formalization of safety-critical operating system standards: An experience report on
ARINC 653 using Event-B. , 2015, , . 8

230 CSimpl: A Rely-Guarantee-Based Framework for Verifying Concurrent Programs. Lecture Notes in
Computer Science, 2017, , 481-498. 1.3 8

231 A speculative parallel decompression algorithm on Apache Spark. Journal of Supercomputing, 2017, 73,
4082-4111. 3.6 8

232 SGXlinger: A New Side-Channel Attack Vector Based on Interrupt Latency Against Enclave Execution. ,
2018, , . 8

233 FOT: a versatile, configurable, extensible fuzzing framework. , 2018, , . 8

234 Coverage-Guided Fuzzing for Feedforward Neural Networks. , 2019, , . 8
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235 Privacy-Aware UAV Flights through Self-Configuring Motion Planning. , 2020, , . 8

236 On Evaluating Fault Resilient Encoding Schemes in Software. IEEE Transactions on Dependable and
Secure Computing, 2021, 18, 1065-1079. 5.4 8

237 Physical security of deep learning on edge devices: Comprehensive evaluation of fault injection attack
vectors. Microelectronics Reliability, 2021, 120, 114116. 1.7 8

238 Fine-tuning Is Not Enough: A Simple yet Effective Watermark Removal Attack for DNN Models. , 2021, , . 8

239 An Executable Formalisation of the SPARCv8 Instruction Set Architecture: A Case Study for the LEON3
Processor. Lecture Notes in Computer Science, 2016, , 388-405. 1.3 8

240 PRTS: An Approach for Model Checking Probabilistic Real-Time Hierarchical Systems. Lecture Notes in
Computer Science, 2011, , 147-162. 1.3 8

241 Reasoning About Information Flow Security of Separation Kernels with Channel-Based
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